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L3Harris, Melbourne, FL 

PRINCIPAL INFORMATION SECURITY ENGINEER (July/2017 to December/2022) 

Responsible for design, implement and run security solutions by analyzing requirements and 

specifications.  Conduct research on new and emerging technologies for practical application to 

solve business problems and strategic initiatives. Research & develop proof of concepts on new 

security technologies relevant to the customer.  Develop new solutions architectures and 

implement them to improve enterprise capabilities.  Ensure designed solutions are successfully 

implemented and delivered. Provide leadership and guidance to coach, motivate, and lead team 

members 

• Review the current technology architecture landscape and seek ways to implement best 

practices, improve and/or extend existing technology investments while ensuring that 

business goals and regulatory requirements are achieved along with proper security controls. 
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• Led a team of 5 engineers to deliver security solutions supporting 2 datacenters, 5 remote 

offices, and 1000 managed merchant locations, ensuring compliance with internal controls.  

• Managed vendors and relationships including Cisco, F5, CheckPoint, Tier1 internet carriers, 

data center operations. 

• Established security architecture, including standards and frameworks that aligned with 

overall business plans and met budgetary and resource requirements. 

• Delivered management and executive-level KRI, KPI, and SLA reports on security, risk, and 

audit controls, including deviations from standards, operational issues, and violations of 

policy or law. 

 

 

Hotwire Communications, Fort Lauderdale, FL 

SENIOR TECHNICAL ARCHITECT (2015 to 2016) 

Oversaw all activities related to the implementation, integration, and optimization of specialized 

solutions for clients across a variety of industries including healthcare and hospitality. Utilized 

expert knowledge of data science and wireless communications to translate customer 

requirements into opportunities for innovation and recommend solutions. Engaged key 

stakeholders during all phases of the software development lifecycle (SDLC) including site survey, 

installation, integration, commissioning, system upgrade, acceptance and maintenance services 

while responsible for technical design, implementation, and RFI/RFP. Led enterprise-wide, cross-

functional efforts for operational efficiency, implementing and maintaining key performance 

indicators (KPIs) and service expectations (SLAs).   

• Mentored and managed a team of 10 new, inexperienced employees and field technicians 

for required hardware and software, resulting in reduction in labor cost and on-boarding time  

• Architected mitigating controls for network cybersecurity requirements in enterprise and test 

environments 

• Designed and deployed customer services including site surveys, installations, integrations, 

commissioning, and drafting the technical response to RFIs and RFPs 

• Reduced manpower costs by $51,000 though the development and implementation a WiFi 

and small cells training for technicians and engineers 

• Led a team of 5 engineers to deliver security solutions supporting 2 datacenters, 5 remote 

offices, and 1000 managed merchant locations, ensuring compliance with internal controls.  

• Managed vendors and relationships including Cisco, F5, CheckPoint, Tier1 internet carriers, 

data center operations. 

• Established security architecture, including standards and frameworks that aligned with 

overall business plans and met budgetary and resource requirements. 

• Delivered management and executive-level KRI, KPI, and SLA reports on security, risk, and 

audit controls, including deviations from standards, operational issues, and violations of 

policy or law. 




